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RESEARCH AND COMPARATIVE ANALYSIS OF ALGORITHMS OF ASYMMETRIC ENCRYPTION 

T. Matveichuk, V. Smychok 

Using a developed software product, a comparative analysis of asymmetric text data encryption algorithms, their 
advantages and disadvantages, cryptographic strength, experimental evaluation of their characteristics with respect to the 
efficiency of their computer memory usage, the duration of key generation, data encryption and decryption ability of algorithms, 
key dimensions, volumes of encrypted and decrypted files has been made. Based on the results obtained, recommendations were 
given on the use of the encryption methods considered. The RSA and ElGamal algorithms are chosen as asymmetric encryption 
algorithms. 

From the point of view of practical implementation, both in software and hardware, there is no tangible difference between 
these two methods. However, in their characteristics they are noticeably different. Briefly, the main estimated results obtained 
are as follows: the cryptographic strength of the ElGamal algorithm is significantly higher than that of the RSA algorithm; the 
RSA algorithm has a higher speed when encrypting information, and the ElGamal algorithm has the best during decryption; as 
the key sizes increase, the decryption time by the RSA algorithm grows exponentially, while the duration of the decryption by the 
ElGamal algorithm has a linear growth order; the RSA algorithm showed 2 times better bandwidth than the ElGamal algorithm 
in the process of encoding information, but the ElGamal algorithm proved 10 times better throughput compared to the RSA 
algorithm in the process of decrypting information; the length of the encrypted data by the ElGamal algorithm is 2 times longer 
than the original data, while the size of the data encrypted by the RSA algorithm is larger than the size of the original data by an 
average of 1.4; for all key lengths, the ElGamal algorithm creates a pair of public and private keys on average 10 times faster 
than the RSA algorithm, which is especially noticeable with a significant increase in key sizes; for the ElGamal algorithm, the 
key generation time increases linearly with increasing key sizes, while for the RSA algorithm it grows exponentially. 
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Methodical approach to determine the dependence of the deviation of the initial speed of the shells through the extension 
of the charging chamber artillery guns, measured with the help of the instrument for measuring the chambers 

D. Novak, I. Volkov 

The analysis results of the military use of artillery in the anti-terrorist operation in the east of the country indicate a 
significant amount of fire tasks, which relied on artillery and the high intensity of their implementation by artillery units, which 
negatively affected the technical condition of artillery systems. The monitoring of the technical state of the artillery armament of 
the Armed Forces of Ukraine indicates a sufficient degree of the trunk channels wearing out for a significant number of artillery 
systems, which directly affects the effectiveness of the fire tasks execution by artillery units. 

Due to the lack of artillery units provided by artillery ballistic stations, the determination of the change in the initial speed 
of the shells is usually carried out with the help of gunmeters, and not all artillery systems have tables of dependence on 
deflection of the initial speed of the projectiles due to the extension of the charging chamber. Taking into account the above, the 
question of determining the dependence of the deviation of the initial speed of the projectiles due to the extension of the charging 
chamber is a vital and important task. As an accessible method of determining deflection parameters of initial velocities of shells 
through the extension of the artillery gun charging chamber, a methodological approach with the use of internal ballistics tables 
is proposed. 

The basis of this approach is to take into account the effect of mechanical wearing out on the gun barrel channel to change 
the initial velocity of the projectile using known tabular dependencies. Input parameters of the methodical approach are: gauge 
caliber; coefficient of taking into account the depth of cuts; formular length of the charging chamber; volume of charging 
chamber; full path of the projectile by the trunk channel; the weight of the projectile; maximum pressure of powder gases; weight 
of powder charge. 

The proposed methodological approach is designed to improve the ballistic training activities carried out in artillery units 
and to develop dependency tables to determine the change in the initial velocity of the shells with the help of a gun measuring 
instrument for artillery systems. 
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