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®OPMYBAHHS IICEBJIOBUIIAJIKOBHUX MMOCJIIIOBHOCTE HA OCHOBI
CTOXACTUYHHUX 3MIH CTPYMY PAJAIOEJIEKTPOHHHUX 3ACOBIB

O0Hi€io 3 KIOYOBUX CKIAO08UX 3abe3neyenis ingopmayitinoi besnexu (6 momy uucni y 3acobax 36 's3Ky) €
BUKOPUCAHHS KpUNMOSpaghiunux memoois, 30Kkpema cucmem wugpyeants. Taki Memoou ipyHmyiomscs Ha 2eHepayii
ma 06pobyi KpUNMoSpapiuHux Kouis.

Ichytouuil nioxio 00 eemepayii Kuouie — 3aKpumms GUPOOHUKOM BUXIOHUX OAHUX, (POPMYE KPUMUYHY
3ANENHCHICIL KOPUCTYBAUI6 IO NOCMAYANbHUKIE, YHEMONCIUBIIOE NOGHOYIHHUL HAYKOGUUL AYOUM 3ACHOCOBAHUX
aneopummis, YCKIAOHIOE 3a0e3neueHHss Kpunmoepagiunoi cmiukocmi 6 ymMoeax Kibep3acpo3 i 2eonoaimuyHol
HecmabinbHOCMI.

Ilpogedenuii ananiz uacniokie rxomepyianizayii Kpunmoepagiunux 3acodieé usAsUS HEePiHOMIPHICHb
docmyny Kopucmyeauig 00 3acobie 3axuiyero2o 38 a3Kky. Lle, 8 c6o10 uepey, cmeopioe 3a2po3u Ha PiGHi SIK TOKATbHUX
cucmem, max i HAYIOHAIBLHOT De3nexu.

Yu He €OuHull WIAX PO36 A3aHHA Yi€i NpoOieMu — CMBOPEHHs BACHUX Memoois cenepayii Karyosux
nocnioosnocmeil. OOun i3 mMakux wiisAxie Hageoeno 6 yit pobomi. Aemopamu 3anponoHO8AHO THHOBAYIUHULL
NPOSPAMHO-ANAPAMHUL MemoOd Popmyeans nceeoosunaokosux nociioosnocmen (IIBII), axuil ipynmyemocs na
BUKOPUCIAHHI CIMOXACMUYHUX 3MIH CIPYMY, WO SUHUKAIOMb NIO 4aC WIMAMHO20 (QYHKYIOHY8AHHS PAOIOeNeKMPOHHUX
3acobis (PE3).

Hosedeno, wo euxopucmanns gizuunux npunyunis (paykmyayit npupoono2o abo mexHo2enHo2o noxo-
021CeHHsT) 00360JI€ 2eHEPYBAMU YHIKANbHI, Henepedbauysani Kodi 3 6UCOKOI0 eHmMpOnieio. 3anpononosanuil nioxio
ne2ko inmezpyemocs 6 HaasHi (a60 NepCchekmusHi) anapammo-npopamui Komniexkcu. Bnpoeadacenns sanponono-
8aH020 NiOX00y 0038015€ He Juuie sbepecmu 3Hauni kowmu (WO SUMPAYATUCS HA 3AKVRIGNIO KOMEpYiliHO20
nPOSPAMHO20 3a0e3NeUeHHs), alle | CYmmMESO NIOSUWUMY MEeXHOL0IUHULL cyéeperimem ma iHghopmayitiny 6esnexy
depoicasu.

Peszynomamu docniosicenns cmanosnime inmepec 015 pO3POOHUKIE KPURMOPAMIUHUX PIUUEHb, HAYKOBYIE Y
cghepi beznexu iHghopmayiiiHux mexHoN02il, @ MAKoNC Gaxieyié 000POHHO-NPOMUCTIOBO20 KOMNIEKCY .

Knrouosi cnosa: 6esxonmaxmuuil iHOYKYIUHUL 0amuyuk, Kpunmoepagis, 00HOpAa306i mapkepu, npocpamHo-
anapamuuil. Memoo, Nces008UNAOK08i NOCIIO08HOCMIE, PIGHOMIDHICMb PO3NOOLLY, CIMOXACMUYHI 3MIHU CMPYMY,
CMamucmu4Hi XapaKkmepucmuxu.

3aCTOCOBYIOTH OTHAKOBI MeTOAM (OpraHi3aliiHO-TeXHi4Hi

ITocTanoBka npodaemu

Ha cporomni HaiOUTHIN TOMMPEHUMH € TDIATHI
crcTeMu TeHepallii kmodiB. Taki ciuctemu nepen0avaroTh
abo mpsiMe KOMepITiiiHe MpHAGaHHs KIOUiB (HapHKIa,
gepe3 cepTU(]IKOBaHNMX MOCTAYAFHUKIB 200 criemializo-
BaHi MPOrpaMHi WIATQOPMH), UM TPUAOAHHS TOCTYITy 0
MPOrPaMHOTO 3a0e3MeYeHHs], SIKe FeHepY€E KITF0Ul Ha OCHOBI
MIEBHKX MpompieTapHux anmroput™is [1]. ['onoHOO Hebe3-
TMIEKOIO TPY IIbOMY € Ta 00CTaBHHA, IO KIHIIEBI KOPUCTY-
Baui (apmii, 1o OGe3mocepe/IHLO BeayTh OOWOBI i)

mixomm) Tpu 3axucTi iHdopmarti. [Tompu cBOO TexHIUHY
eeKTHUBHICT KOMEpLiaIi3aList HOPOIKye HU3KY IpodieM
SK TIPUKIIAIHOTO, TaK i (DyHIAMEHTAJIBHOTO XapakTepy.
Bee 11e yHeMOXIHBITIOE 200 YCKIIaIHIOE IIMPOKE BIPOBa-
JoKeHHsI Kprrrrorpadii B Macirrabax MacoBHX, JepKaBHIX
a00 KPUTHYHO BAKITMBIX KOMYHIKAIIHHIX CHCTEM [2].
I[TpoGiema icHyBaHHS Ta PO3IOBCIODKEHHS IUIATHUX
KTo4iB 1ipyBaHHs noysirae y (opMyBaHHI KPHUTHIHOL
3aJIOKHOCTI CyO'€KTiB 1H(pOpMAIIHOI B3aeMOii BiJ 30B-
HILIHIX MMOCTaYaJIbHUKIB KPHUITOrpadidHUX 3aJIKHICTh €
MOTEHIIIHHO BPa3JIMBOO: OYIb-IKe OOMEKCHHS /10 KITIOYiB
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(HanpHKIIaa, CAaHKIIMHOrO ab0 TEXHIYHOTO Xapakrepy)
MOXKe TIapaiizyBaTH ab0 CKOMIPOMETYBATH 3aXUIICHHN
38’530k [1]. Kpim Ttoro, Bimkputuii abo naTeHTHHI
KOHTPOJTb TIOCTa4YajlbHUKa HaJl aJrOpUTMaMHy TeHepauii
KITIOYiB TiJIBHIIIY€ PH3UK CTOPOHHBOTO JIOCTYITY 0 iHpOp-
Mallii B 3axwileHii Mepexi (y chepax, TMOB’S3aHUX i3
JIep’KaBHAMH, BiHCHKOBUMH a00 HAyKOBO-TEXHIYHIMH
koMyHikamismn) [1, 2].

Komepiamizaiiisi K1t040Boi iHppacTpyKTypu mepe-
IIKO/KAE HAYKOBIHM BIJKPUTOCTI Ta YCKJIA[HIOE ayIUTY
aITOPUTMIB, SIKIi BUKOPUCTOBYIOTHCS B CHCTEMax IIU]-
pyBauus [1, 12]. V 6Gararthox BHIaAKax aJrOPUTMH
mMQpyBaHHs B IUIATHUX PILICHHSX HE MPOXO/ATh HAJIEK-
HOI PEIeH3I1 B HAYKOBHX CITUTBHOTAaX, OCKUIBKH 3aXHUINCHI
ABTOPCHKUM MpaBoM ab0 KOMEpLiitHO0 TaeMHHILEHO [2].
OTxe, KOPUCTYBa4 HE MOJKE IIEPEBIPUTH, UM HE MICTHTh
BHUKOPHCTOBYBAaHUI HHM QJITOPUTM MPHXOBAHUX Bpa3-
JHMBOCTEl 200 HeTOKYMEHTOBaHUX (QyHKLiiH [1].

3 ormsiay Ha BHILE3a3HAYCHE, aKTyaJbHUM HAIps-
MOM HAyKOBHX IOCITI/DKCHb € PO3pOOKa ajlbTepHATUB-
HUX METONIB TeHeparii KpunrorpadiuHuX KIIOUiB, sIKi
3a20e3MeuyIoTh HeOOXiJHUI PiBEeHb €HTPOIIi], CTIHKICTH 10
KPHUIITOAHATI3Y Ta HE3aJEKHICTh BiJl 30BHIMIHIX MOCTa-
JanbHUKIB [2, 3]. V 1I50My KOHTEKCTi 0COONMBY HAYKOBY i
MPUKJIaHy iHHICTE MAlOTh MiXOIH, IO IepeadavaroTh
BUKOPHCTAHHSI CTOXaCTUYHHUX 3MiH (DI3MYHUX TapameTpiB
ENIEKTPOHHUX MPHUCTPOIB, PAiOCNEKTPOHHMX CHUTHAIIB
200 MPUPOIHHX TIPOLECiB Il GOPMYBAHHS YHIKAIbHUX
KJIFOUOBHUX IOCHig0BHOCTEH [3, 4].

3anpornoHOBaHUI MiAXi Mae KUIbKa CYTTEBUX
nepeBar:

- MiIXig Moxe OyTH peanizoBaHuii y BOymoBa-
HHUX a00 mporpamMHo-anapaTHux pimeHHsx. e no3Bomse
IHTErpyBaTH IpoIec reHepamii KIoviB 0e3rnocepeIHbo
B 3ac00u 3B’s13Ky [3,4].

- (hi3MKO-XIMIYHI TIPOIECH B KOMIIOHEHTaX IIpH
HEpiBHOMIDHOMY BHKOPHCTaHHI alapaTHUX PpecypciB
MaloTh LIYMOIOMIOHMH XapakTep, o poOUTh iX mepc-
NEKTUBHUM JDKEPEJIOM BUITAAKOBOCTI;

- peamizaris 3aIPOIIOHOBAHOTO MIIXOMY HE TOTpe-
Oye JIeH31HNX BiIpaxyBaHb.

Meta po0oTH — pO3poOHTH TPOTpPaMHO-amapart-
Huit meton ¢popmyBanHs [IBII Ha OCHOBI CTOXacTHYHUX
3MiH ctpymy PE3, ouiHuTh #oro npugaTHICTh Juis 3ac-
TOCYBaHHSI B CHCTEMax KpumrorpadiuyHoro 3axucry (st
reHeparlii OJIHOPAa30BHX MapKepiB) Ta MPOBECTH ITOIe-
penHiii ananiz piBHOMipHOCTI oTpumanoi [1BI1.

3anporoHOBAHMI METOIT PeaTi3yeThCsl 3a JOIOMOTOI)
MPOrPaMHO-aNapaTHOr0 KOMIUIEKCY (0€3 KOHTAaKTHHH iH-
JOYKUIHUEM TaT4vK, aHajgoro-uuppoBHH IEepeTBOpIOBaY
(ALIT) Ta croemjamizoBaHe MporpaMHe 3abe3MeueHHs ).
VYHIKaJIBHICTh METOAY MOJIATAaE B HOro HEiHBA3MBHOCTI
Ta eHepProe()eKTUBHOCTI.
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AHaJI3 OCTAHHIX JOCTIIKeHb i myOJikanii

IIceBmoBUITagKOBI TOCITIIOBHOCTI IIMPOKO 3aCTO-
COBYIOThCA B KpumTorpagii s HMOTOKOBUX MH(DPIB,
reHepamnii KIFOYiB Ta MPOTOKOMNiB ayreHTH(ikamii. Tpa-
JUIIHHI METOIH, Taki SK PEricTpu 3CyBY 3 JIiHIHHUM
3BopoTHEM 3B’s3koM (P3JI33), 3abe3medyroTh MOBTHiA
nepioz, ajge Bpa3JMBI J0 aTak, HAMPHKIAJ, aJrOPUTMY
Beprekemma-Mecci [5, 13]. Kpumrorpadiuni remnepa-
Topu Ha ocHOBI AES y pexxumi CTR mpornoHytoTs BUCOKY
CTIMKICTb, ajie¢ MOTPEOYIOTh 3HAYHHX OOYHCITIOBAILHUX
pecypcis [6, 4]. Kpim Toro, BiZioMo, 110 JOCITiDKYIOTHCS
(hiznuHi mKepena BUNMaakoBocTi st crBopenns [1BIT i3
BHCOKOIO SHTPOII€I0 (Taki sK TEIIOBUA myM abo Xao-
THYHI 300paxeHHs) [4, 10].

CroxacTHYHI CHUTHAIIM, OTPUMAaHI BiJl amapaTHUX
KOMITOHEHTIB, € TIePCIIEKTHBHNM JPKEPEIOM BHIIaIKOBOCTI,
OCKIJIBKH IXHS TIPHpO/ia 00yMOBIIeHa (i3UKO-XiMIYHIMHA
mporecaMy, 1o BigOyBaroThes B koMmrioneHTax PE3 min
yac (yHKIiOHyBaHHS. J{0CITiHKEHHAS IOKA3aIIH, 110 ITyMO-
TOAIOHI CUTHANM BiJl €EKTPOHHHUX CHCTEM MOXYTh OyTH
BUKOpHCTaHi i kpumrorpadii [5, 11]. IIporpamuo-
anapatHi metoau, peanizoBani Ha FPGA abo MikpokoH-
TpoJiepax, JeMOHCTPYIOTh e(heKTUBHICTh y BOYJOBaHUX
cucremax. [Ipore Taki MeToan NOTPEOYIOTh PETENBHOIO
aHaJi3y craTucTu4HuX Biactusocteit [1BII.

3anpornoHOBaHUi METOJ BUPI3HAETHCS BHKOPHUC-
TaHHSIM CTOXAaCTHYHUX 3MiH cTpymMy PE3 sk mxepena
BHIIAJIKOBOCTI Ta HEIHBA3UBHUM 300pOM JIaHHX, IIIO0 POOUTH
HOro yHIKaJbHUM Yy MOPIBHSHHI 3 ICHYIOUMMH PIILICHHSMU.

Bukiax ocHOBHOro MaTepiajy

Omuc meroxy. Meron dopmysannst I1BIT rpyn-
TYETHCS] HA BPaxyBaHHI CTOXaCTHYHMX 3MiH CTPYMY, IO
BUHMKAIOTh MiJ 4ac ¢yHkuionyBanusa PE3. Ili 3minm
CIPUYMHCHI:

- (iBUKO-XIMIYHAMH TIPOLIECAMHU B PaJIiOCIEKTPOH-
HHUX KOMITOHEHTAX, SIKi PU3BOIATH 0 HE3BOPOTHUX 3MiH
iXHIX mapameTpis;

- HasBHICTIO CTPYMY KBa3iKOPOTKOT'O 3aMHUKAHHS
B IU(POBIH CXEeMOTEXHIII;

- HEpIBHOMIPHHM BHMKOPHCTAHHSIM allapaTHUX pe-
CypCiB y pizHuX pexxnmax poboru PE3 (odikyBaHHS, X0m0C-
THIT XiJ1, HOMiHaTbHa 2060 MaKCUMaJIbHA TIOTY)KHICTB).

CroxacTU4HHUI XapakTep 3MiH CTpyMy pOOUTH iX
MEPCIEKTUBHUM JDKEPENIOM BHIAIKOBOCTI. Merop 3anpo-
TIOHOBAaHO peaji3yBaTd 3a JONOMOrOK IPOrpamMHO-
anapaTHOro KOMIUIEKCY, 10 CKJIay SIKOr'0 BXOJATH!

- OC3KOHTAKTHHH IHAYKIIHHUA NaT4yvK; (Qikcye
JMHAMiuHi 3MiHU cTpyMy Oe3 BBy Ha PE3;

- ananoro-imppouii mepersoproBau (ALI); mepe-
TBOPIOE aHAJIOT'OBHI IIYMOIOMIOHMH CUT'HAT Y TU(PPOBY
dopmy;
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- CHerianizoBaHe porpaMHe 3a0e3neueHHs; BUKO-
Hye 00poOKy curHaity Ta reHepauito 6inapHoi [1BII.

Jlis TepeTBOpeHHsI IIyMOINOIOHOTO CHUTHANY ¥y
OiHapHY IMOCITITOBHICTH 3aIPOIIOHOBAHO BHKOPHCTAHHS
TPBOX CITOCOOIB, SIKi TIPEICTABIICH] Y BUIIISI OJIOK-CXEM.

[Nepmmm € cnoci® MOPiBHSIHHS BXiJHOTO aHAIIOTO-
BOT'O CHTHAJTY 3 IOPOTOBUM 3HAYEHHSM. AJITOPUTM Iiepe-
TBOPEHHS CUTHAITy HaBelleHo Ha puc. 1.

(" o)
'

3aXOIUIEHHS CUTHAITY

v

36epertu curHain B 0ydep

v

3amaru moporoBe 3Ha4Y CHHSI

p-value > threshold?

Banucatu “’1” Banucatu “0”

I |
v

®dopmMyBaHHS O1HAPHOT TTOCTi JOBHOCTI

v
3anuc y daiin txt

v
 ow )

Puc. 1. Anroput™M neperBopeHHs BXiTHOT0 CUTHALY Y
OiHApHY MOCJIiI0BHICTH M€TO/10M NOPOroBOr0 NOPiBHIHHSA

[Ipr mpoMy BimOyBaeThCs TMOPIBHSHHS BXiTHOTO
CHTHAITy 3 TIOPOTOBUM DPiBHEM. SIKIIIO 3HAYESHHS CUTHATY
BHIIIC TOPOTOBOTO DiBHS — (OpMyIOTh cHrHaT (6iT)
noriyaoi "1", mmwkue — "0". Cnin 3a3HauyMTH, pPiBEHDb
MOPOrOBOTO 3HAYEHHS MOXe OyTH (ikcoBaHUM (HYIIb,
CepeIHE 3HAYCHHS CHTHaTy) a00 aJalTHBHUM.

Jpyruii crnoci®6 — BHSBJIEHHS MEPEeTHHY HYJIA
(Zero-Crossing Detection). ITpu misomy 6it "1" dopmy-
€ThCS TMPU 3MiHI 3HAKa BXIJHOTO CHrHany (MepeTHH
piBHA Hyns 3 + Ha -, 1 "0", AKIIO BXIMHWIA CHUTHAN
3MIHIOEThCS 3 - Ha + (a00 HaBMAKM).

© KyzaskoB B.B., Tnycruii A.O.

Anroput™ (YHKIIOHYBaHHS IIPOTrPaMHOI CKJIao0-
BO{ IIPE/ICTAaBJIEHO Ha puC. 2.

( IouaTox )
v

OTpuMaTH BXiTHHHA CHTHAJ

v

[Himiamizamis:
previous_sign = sign(signal[0])

v

i=1

v

current_sign = sign(signal[i])

<

current_sign # previous_sign
Ta odbuasa # 0?

Honatu 1 y OinapHy
MO CITIIOBHICTh

Honatu 0 y 6iHapHy
MOCITIJOBHICTD

previous_sign = current_sign

i < TOBXHHH cHrHAIY?

Tax
i=i+1
L
KiHeup Ta noBepHyTH GiHapHY
MO CITIJOBHICTh

Puc. 2. ANropuT™M nepeTBOpPeHHsI CHTHAJY y GiHApHY
MOCJTiI0OBHICTH METO/IOM MEePeTHHY HYJIs

Tperiii crioci® — aHasi3 MWBHUIKOCTI 3MIHH CUTHAITY.
bitu GopmMyrOTbCS Ha OCHOBI IIBUAKOCTI 3MIHHM aMILIi-
TYZIH.

SIKIIO IMIBUJIKICTH 3POCTaHHS MEPEBHINYE MOPIr —
reHepyerbest "1"; SIKIO MIBUAKICTH CHAJaHHS HIDKYE
nopora — "0". [lns MPOMIXKHUX 3HAa4€Hb BHUKOPHCTO-
ByeThes uepryBanHs 01 1.

ANTOPUTM NEpEeTBOPEHHs CUTHAITY Y OiHapHy moc-
JIIOBHICTH METOJIOM aHaJli3y MIBHIKOCTI 3MiHHM 3HAUCHHS
PiBHSI BXiJTHOTO CUTHAJTY HaBeJEHO Ha puc. 3.
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( Iouatox )
v

OTpuMaTy BXiTHUH CHUTHAI

v

Inimiasizanmis:
i=1 toggle =0

O6uucimnru rate = signal[i] - signalli-
1]

rate > threshold_positive?
Tak

Hi

Jonaru 1y 6iHapHy
MOCIIIOBHICTh

Tate < threshold_negative~

Tak

Jonaru 0 y 6Ginapay
[IOCJIi JOBHICTh

Tonaru toggle y Ginapuy
TOCIIOBHICTh; Aai

toggle = 1 - toggle

izi+l

i < ZOBKMHH CHTHAITY?

Tak

( Kinenp Ta HoBepHYTH OiHApHY >

MOCITIIOBHICTh

Puc. 3. Tperiii cnoci0 nepeTrBopeHHsI BXi/IHOI0 CUTHAJY Y
OiHApHY MOCJIiI0BHICTH METO0M LIBUAKOCTI 3MiHM
CHTHATY

[Mporpamua peanizaiis OyJb-SIKOTO 3 HABEICHUX
CHOCOOIB MEPEeTBOPEHHS BXIIHOIO CUTHANy 0a3yeThes
Ha Gibmioreni Python sounddevice, sika mo3Bomsie 3iii-
CHHUTH ’3aXOIUIEHHs” BXIJHOI'O CHTHaJy, HOro onudpy-
BaHHS Ta 00po0OKy (puc. 4). O6pobneHuit curnan (GiHapHa
MOCITiIOBHICTh) 30epiraeTbesi B OKpeMoMy (aii.

© KyzaskoB B.B., Tnycruii A.O.

( IlouaTox )
v

Bxin N, seed, a

v

T'enepanis [1BI1
psp_binary = randint(0, 2, size=n)

[To6ynyBaru Ta moka3aTu
ricrorpamy

BukoHnatu y?-TecT:
Ho: p(0)=p(1)=0.5 — p-value

p-value>a?

Tax Hi

puitasata Ho Bigxunutu Ho

| 7 |
( Kinens >

Puc. 4. Anroput™M nepeTrBopeHHs1 CUTHAJTY Y OiHApHY
MOCJIiI0BHICTH i/l Yac 00pOOKHU CUTHATY

MeToauka ouinku Biaacrusocreii I1BII

Jus ominku sikocri [IBIT mepen6aveno anamiz ii
CTATUCTUYHUX BIIACTHBOCTEH, TAKUX SIK:

- piBHOMIpHicTh posmoxiny [IBII (anaii3 gacrotu
nosieu 0 1 1 3a JOMOMOIOKO TiCTOrpaMm i TeCT XU-KBaapar
JUTSL TIEPEBIPKU CTATUCTHYHOL 3HAYYIIOCTI PIBHOMIPHOCTI;

- aBTOKOpEyAls (OOYMCIEHHS aBTOKOPENISAIiHHOI
(GYHKINT UTs OI[IHKH 3aJIEKHOCTI MiXK OiTaMu);

- enrpomis (BukopuctanHs ¢opmynu llleHHoHa
JUTS OLIHKH iH(OopMaLiiiHOT HEBU3HAYEHOCTI);

- CTaTHCTHYHI TecTH (IUIAHYEThCS 3aCTOCYBAHHS
NIST Statistical Test Suite [6]).

IMonepenHiii anami3 30cepe/HKEHO Ha PIBHOMIPHOCTI
PO3TIONLTY, IO € OJHIEI0 3 0a30BUX 1 BOJHOYAC KITHOYO-
BUX BiactuBocter kpurrrorpadiunux [1BI1. PiBHOMIpHIIA
PO3TIOALT TapaHTYE BiICYTHICTh CHCTEMATHIHHX 3MIICHBb
y WMOBIPHOCTI TIOSIBM HYJIB Ta ONVHUIG, a BIATAK M-
BUIIY€ CTiHKiCTh MOCTIIOBHOCTI 10 CTATUCTHYHUX aTak. Y
IFOMY BHIIAJKY AOCTimKyeThes OiHapHa [IBIT moBxwuHOIO
10° 6iT, cdhopMOBaHA METOXOM MOPIBHSAHHS CHTHAIY 3
MOPOTOBMM 3HaueHHsM. Takuii mixix 103BOJSE Ha MpaK-
TUYHOMY PiBHI OI[HWTH BIiJIOBIIHICTh MOCIIJOBHOCTI
PIBHOMIpPHOMY PO3MO/LTY, @ TAKOXK CTBOPIOE OCHOBY JIJISI
HOIJIBIIOTO 3aCTOCYBaHHS (hOpPMaii30BaHUX CTAaTHUC-
TUYHHUX KPHUTEPIIB — 30KpeMa TECTy XU-KBajapaT — JJIs
KIJIbKICHOI TIEPEBIpKH TiNOTE3U NPO PiBHOWMOBIPHICTH
MOSIBA CUMBOIB [7].
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Pe3yabTaTi 10CaigxKeHD

Po3pobieno mporpamue 3abe3neuenns Ha Python
IUTs “‘3aXOIUIeHHEs” CHTHAMY, 00poOKku Ta rerepartii [IBIT.

JI71st OLiHKM PIBHOMIPHOCTI BUKOPHCTAaHO MOJIEIBHY
6inapry ITBIT goxuHoo 10° 6iT, oTpuMany MeromoMm
TIOPIBHAHHS 3 MMOPOTOBUM 3HAa4YeHH:M. [icTorpama pos-
MoAiNy Toka3sana dacrory nossu 0 1 1, mo cTaHoBIsITh
0.4997 1 0.5003 BigmoBigHo. Tecrt Xu-KBagpaT aaB
p-value = 0.78, 10 MiATBEPIKYE CTATHCTHYHY PiBHO-
MmipHicTh (puc. 5).

50 A

40 A

30 A

YacToTa

20 A

10 1

499800
3Ha4YeHHs

500200

Puc. 5. T'icrorpama piBHomipnocTi IIBIT

IopiBHSAHHS 3 IHIIUMU MeTOAAMM

[opiBHSIHHS 3 pericTpoM 3CyBY 3 JIiHIHHUM 3BO-
POTHHM 3B'S3KOM TI0Ka3aio, IO 3alpONOHOBAaHUN METO/
Mae noreHuian st creopenHs 11BII i3 BUcokolo piBHO-
MipHIiCTIO 03 CKaHMX anapatHux Moxugikamiid. Croxa-
CTUYHUI XapaKTep BXiAHOTO CHTHATY IiJBHIIYE KPHII-
TorpadiuHy CTiiKicTh opiBHSIHO 3 P3J133, ski Bpa3zmusi
no atak bepnekemma-Mecci.

Kpunrorpadiune 3acTocyBanHs

3anponoHoBaHUN METOx po3pobiIeHO 3 (OKycoM
Ha TEHepariio OJHOPa30BHX MapkepiB (NONCES) st
MPOTOKOMIB ayTeHTU(IKAIli B TENCKOMYHIKAIIMHUX CHC-
temax (Hanpukian, 5G, Wi-Fi). Nonces e yrikansHIME
MOCITIZIOBHOCTSIMH, SIKI BUKOPUCTOBYIOTBCS JUIsl 3a00i-
TaHHA aTakaM IIOBTOPHOTrO BiaTBOpeHHs. [lepeBaru
METOJy JUIS 1IbOTO 3aCTOCYBAHHS: eHeproe(eKTHBHICTB,
HeiHBa3WBHICTh (BiACYTHiICTH mOTpeOM B Momubikarii
PE3), mBuakoisi (BUCOKa 4acToTa qUCKpeTH3aii 3a6e3-
neuye mBuaKe crBopeHHs [1BII).

Mertoz Tako)X Ma€ TOTEHIial s PO3IIUPEHHS 10
IHIIIMX 3aCTOCYBaHb, TAaKUX SK IOTOKOBI IH(pu ado
reHepallist KIIOYiB JUIsl CHMETPUYHOTO MH(PYBaHHS.

© KyzaskoB B.B., Taiycruii A.O.

BucHoBxku

Po3pobneno mporpamuo-anapatHuii Meron ¢op-
myBaHnHs [IBIl Ha OCHOBI CTOXacCTWYHHX 3MiH CTPyMY
PE3. Meron BHKOpPHCTOBYE OE3KOHTAKTHHU IHAYKIIIH-
Huit pgatumk, ALIl ta mporpamue 3abe3medeHHs Ha
Python i3 6GiGmiorekoro sounddevice. PeanizoBaHo Tpu
crocoOu OOpOOKM CHTHANY: MOPIBHSHHS 3 MOPOTOBUM
3HAYCHHSIM, BUSBIICHHS IEPETUHY HYJIS Ta aHAJI3 [IBUJ-
KocTi 3MiHM curHaiy. [lomepenniii aHamiz MozenbHOT
TIBIT nossxuuoio 10° Git mokasaB piBHOMIpHICTB po3IO-
mimy (qacroru 0 i 1: 0.4997 i 0.5003, p-value = 0.78),
110 MATBEP/XKYE ii NPUIATHICTD A1 KpunTorpadii.

[TepeBarn merony: eHeproe(eKTUBHICTb, HEiHBa-
3MBHICTh, THYYKICTh OOpOOKH cHrHaiy. BiH € mepcriekTus-
HHAM JJIsI TeHepalil OJHOPa30BHX MapKepiB y TEIeKo-
MyHiKaliiHux cucreMax. Ilomanpim qocmimKkeHHsS BKITIO-
yatumyTh. TectyBaHHs [IBII 3a momomororo NIST
Statistical Test Suite, ekcniepuMeHTaIBHY anpobaIito Ha
peanpHux 3pazkax PE3, ontuMmizarito amaparHoi peaii-
3amil ISl i ABUILEHHS MIBUIAKOCTI.

IepcrieKTHBH MOAANBIIOTO PO3BUTKY IIHOrO Ha-
NPsIMY TOJISTAIOTH y BIPOBA/KCHHI METOIB y CHCTEMH
nmdpyBanss Ta ayrerTudikamnii, ge [IBI1 MoxyTs BHKO-
PHCTOBYBATHCS [UIsl CTBOPEHHSI OZHOPA30BHX MapKepis
(nonces), reHepariii KIOYiB y MOTOKOBHX Indpax Ta
MIIBUIIEHHST CTIHKOCTI 710 KpunroaHamizy. Kpim Toro,
BOHU MAlOTh MPAKTUYHY I[IHHICTh y CHCTeMaX BIHChKO-
BOTO 3B’s3KY, ZIe MOXYTh 3a0e3redyBaT CHHXPOHI3AI0
CHTHaJiB MK DPaJiOCTaHIsIMU, MiJBHUIIYBAaTH 3aBajio-
CTIHKICTB 32 PaXyHOK PO3IIMPEHHsI CIIEKTPa Ta 3aXHIIATH
KaHaJIU YIpaBJIiHHA BiJl HECAHKI[IOHOBAHOTO JOCTYILY.

IMomanpIni JOCTIHKEHHS MOLUIBHO 30CEPSIUTH Ha
tectyBaHHi [IBIl i3 BHKOpHCTaHHSAM MIKHApPOIHUX
crangaptiB (30kpema, makera NIST STS), onrumiszamii
IIporpamMHO-arapaTHol peasizalii 1yt poOOTH B TOJIBO-
BUX YMOBaXx Ta iHTErpaii 3 CydyaCHUMH 3aC00aMU KPHIT-
TOrpaivHOTO 3aXHUCTY.
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GENERATION OF PSEUDORANDOM SEQUENCES BASED ON STOCHASTIC VARIATIONS IN THE CURRENT
OF RADIOELECTRONIC DEVICES

V. Kuzavkov, A. Tlustiy

One of the key components of ensuring information security (including in communication systems) is the use of
cryptographic methods, particularly encryption systems. Such methods are based on the generation and processing of

cryptographic keys.

© KyzaskoB B.B., Tnycruii A.O.
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The prevailing approach to key generation — proprietary encapsulation of initial data by the manufacturer — creates a
critical dependency of users on vendors. This dependency prevents a comprehensive scientific audit of the implemented
algorithms and complicates the assurance of cryptographic robustness under cyber threats and geopolitical instability.

An in-depth analysis of the implications of cryptographic tool commercialization reveals significant disparities in users'
access to secure communication technologies. This situation poses threats not only to individual systems but also to national
security at large.

A potentially singular solution to this problem lies in the development of proprietary key sequence generation methods. One
such method is proposed in this study. The authors introduce an innovative software-hardware technique for generating
pseudorandom sequences (PRS), which is based on the stochastic current fluctuations that naturally occur during the normal
operation of radio-electronic equipment (REE).

It is demonstrated that leveraging physical principles — specifically, fluctuations of natural or technogenic origin — enables
the generation of unique and unpredictable keys with high entropy. The proposed approach can be seamlessly integrated into
existing or future software-hardware systems. Its implementation not only results in substantial cost savings (by eliminating the
need for acquiring closed-source cryptographic software) but also significantly enhances technological sovereignty and the
overall information security posture of the state.

The results of this research are of particular interest to developers of cryptographic solutions, researchers in the field of
information security, and professionals within the defense-industrial sector.

Keywords: pseudorandom sequences, cryptography, stochastic current variations, contactless inductive sensor, hardware-
software method, statistical characteristics, one-time markers, uniformity.
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